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No Breach of any Aadhaar
Data by App: UIDAI Chief

‘Data of not even a single non-consenting resident has been given’

OurBureau

New Delhi: Chief of the Unique
Identification Authority of India
(UIDAT) has clarified that there
has beenno breach of any Aadha-
ardataand compromise of indivi-
dual’s privacy and security thro-
ugh an App developed by an indi-
vidual based in Bengaluru.

Abhinav Srivastav (31), a softwa-
redevelopment engineer working
in Ola's head office at Koramanga-
la, was arrested by Bengaluru's
Central Crime Branch in connec-
tion with a complaint filed by UI-
DAI against him and @Qarth Tech-
nologies, acquired by Ola in
Marchlast vear, formisusing Aad-
haar data obtained from its websi-
tewithout authentication.

Ajay Bhushan Pandey, CEO of
UIDAT said in a statement on Fri-
day that residents were downloa-
ding their own demographic data
such asname, address, genderetc,
through this application and the-
refore the alleged privacy viola-
tionsarenottrue.

“Noonecouldnot getdataof any
other person through this app.
Even though residents were
downloading their own demog-
raphicdata such asname, address
etc, vet legal actions were initia-
ted against the owmer of the App
since it was not authorized to pro-
vide such services to people and
such acts are eriminal offence pu-
nishable action as per Aadhaar

Act, 2016. It is reiterated data of
not even a single non-consenting
resident has been given by UIDAI
through this App,” said Pandey.
Pandey reiterated that Aadhaar
data is completely safe and secure
andrequested peoplenot todisclo-
se their Aadhaar number to any
unauthorized or unknown websi-
tesor Appsorpersonson phone,
IndJuly, inawrittenresponsetoa
question in Parliament, the go-
vernment said more than 200 go-
vernment websites, including
educational institutes, had pub-
lished names of beneficiaries of
welfare schemes with addresses
and Aadhaar numbers. It had ad-
dedthat there hasbeennoleakage
of Aadhaar data from UIDAI.
Thecomplaint in this casewasfi-
led at the High Ground Police Sta-
tion on July 26 and it was later
transferred to Cyber Crime poli-
ce. Though Srivastav reportedly

went underground, the police we-
reabletolocate and arrest him.

“During the last six vears, more
than 600 crore Aadhaar authenti-
cation transactions have taken
placeand to the best of knowledge
of UIDAIno incident of misuse of
biometrics leading to identity
theft and financial loss has been
taken place,” said Pandey. He ad-
ded that Aadhaar based authenti-
cation is robust and secure as
compared to any other contempo-
rarysystemsand Aadhaarsystem
has the capability to inquire into
any instance of misuse of biomet-
rics and identity theftand initiate
action.

“UIDAT uses one of world's most
advanced encryption technologi-
es in transmission and storage of
data. As aresult, during the last 7
seven years, there has been no re-
portof breachorleak of residents'
dataout of UIDAI,” he said.



