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UIDAI for payments system

regulator to allay theft fears

Rajeev.Deshpande
@timesgroup.com

New Delhi: The UIDAI has
called for a “payments sys-
tem regulator” who can
work without a conflict of in-
terest and scale up Aadhaar-
based transactions by pro-
motinginter-operabilitvand
enforcing accountability.

Theregulator, seen in the
light of concerns ranging
from loss of privacy tounau-
thorised use of bio-metric
data,will beexpected to over-
see discipline and account-
abilitvand avoid any conflict
of interestthattiltsthe scale
in favour of a few entities.

“In UIDAI opinion, there
is a need for a payments sys-
tem regulator/observer who
can engage with all the sys-
tem participants without
having a conflict of interest
in favour of a few participa-
nts, and who can work to-
wards scaling up Aadhaar-
based ftransactions,” the
ministry of informationand
technology hasinformed the
finance standing committee
of Parliament.

The proposed regulator
would have a mandate to im-
plement cost-based transac-

tion charges for infrastruc-
ture providers and facilitate
rules and regulations that
encourage inter-operability
at all “banking touch
points”, the government has
told the committee headed
by Congress leader Veerap-
pa Moily

A regulator, said official
sources, will further streng-
then the legal framework for
Aadhaar that is governed by
an Act of Parliament and al-
so monitor use of data col-
lected by the Unique Identity
Authority of India and used

by private businesses. Some
of the fears that data could
be used for purposes other
than authentication of iden-
titycould assuagedasaregu-
lator will add another layer
of scrutiny apart from UI-
DAL

The need to monitor and
develop rules for digital pay-
ments in a scenario that is
being constantly trans-
formed by technology is ac-
knowledged by the govern-
ment in the light of a wari-
ness about the safety of digi-

tal transactions among a
large section of people. The
Centre assured the commit-
teethatnobreachorhacking
of Aadhaardata has beende-
tected sofar.

In its response to ques-
tions posed by committee
members, the government
has accepted the need for a
behavourial shift to increase
digital transactions.

“The government realis-
es that currently a majority
of citizens and merchants
are using cash and paper-
based modes (cheques and
demand drafts)for payments
and receipts. In order to in-
culcate ‘behavioural shift’
amongst people, there is a
need tocreateawarenessand
promote usage of digital
payments,” the ministry of
IThassaid.

The government has
spelt out measures taken to
ensure safety of digital

transactions through the ac-
tions of the central comput-
er emergency response team
(CERT) that is responsible
for analysis, forecast, alerts
and responses to cyber secu-
rity incidents. RBI and SEBI
have also issued guidelines
on cyber security,



